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# Introduction

The amount of biometric payment products that are present in the technology sector is rapidly increasing due to the preparation of consumers to use biometric methods for making payments. According to a research project carried out by Visa, three quarters of consumers are becoming familiar with the “two-factor authentication” in biometrics, i.e. fingerprint scanning where a payment device can collaborate with biometrics to allow the products to become more functional (Anonymous, 2016). Three technological advancements in the biometrics market that could revolutionise the way in which millions of citizens pay their bills and taxes are assessed here for inspiration and for the purpose of analysing similar products in the global market for “ThumbCash” to thrive.

# Assessed Technologies

## Technology 1

The first technology to be assessed in relation to biometric payments is an authentication application by MasterCard that requires a user to take a “selfie” to carry out payments. The “MasterCard Identity Check” process can validate an online payment by using the smartphone’s camera to identify the face for confirmation. Lomas states the global demand for this innovative scheme as the application is being introduced across Europe in various countries including Germany, Spain and the Netherlands. Eventually, the “Identity Check” app will be available from the start of 2017 as it assists fingerprint biometrics where users will be able to choose whether the finger or the face will verify the mobile payment when purchasing a product. This procedure has an advantage of eliminating the requirement of memorising passwords for online shoppers or for user bank accounts (Lomas, 2016).

## Technology 2

Another product that is becoming commercial in the biometric payment technology industry is the “Apple Pay” payment application that is available on “Apple” devices which includes the “iPhone” and “iPad”. This type of biometric payment is embedded in the “Wallet” app where the phone or tablet protects any card whether it is a debit card or credit card from being stolen physically. For the “iPhone” to authenticate itself in “Apple Pay”, the phone requires the home button to be pressed and the fingerprint to be scanned. To prepare the phone for usage of “Apple Pay”, the card must be added and permitted to carry out future payments. Ritchie clearly explains that numerous credit and debit cards are utilised because these cards can easily be changed when a “transaction” is performed (Ritchie, 2016).

## Technology 3

A third type of biometric technology that is popular worldwide based on its product is the recognisable payment application “Zwipe”. Chowdhry states how “Zwipe” collaborated with “MasterCard” to form the first ever credit card to combine biometric confirmation with “contactless payment technology”. For security purposes, the “Zwipe MasterCard” keeps the user’s fingerprints as this identification is a replacement for PIN number entries. This is useful as “payments of any amount” can be carried out where no prepaid amount is needed. The functionality of the card is simple for consumers as the near field communication installed in the card enables the user to signal it at terminals that are well-matched with the card. To improve the card’s capabilities, Chowdhry gives details about the updated version of the “Zwipe MasterCard” as the global consumers can use the card on all payment terminals. As well as this, the card can collect energy from the terminals, so therefore, a battery is not required for “future versions” (Chowdhry, 2014).

# Conclusion

It is evident that the products that are available globally for biometric use is steadily increasing due to the frequent usage of smartphones and tablets by the majority of the world’s population. These products are all successful as innovation is central to the creation of new services for biometrics. “Thumbcash” has a likelihood of succeeding in appealing to those with a bank account or who need to pay taxes as it would become efficient for the payment of money through a fob.

# Opportunities and Threats for “ThumbCash”

According to the survey results that the group received for the idea of “ThumbCash”, the majority of respondents refused to use a thumbprint scanner if it was available as it is possible that thousands of people are afraid that personal details will be exposed due to the DNA of the fingerprints that would be taken from the scanner. Since the companies who produce biometric products require the information and details of the users, there is a fear that security and privacy protection could be a major threat for biometric systems because hackers and thieves could permanently steal the fingerprints and the iris through the use of tampering with the DNA of the user as fingerprints can easily be stolen for identification and easy access to the users’ personal details. These hackers could also “breach” confidential data of individual irises and fingerprints which were previously scanned (Gartland, 2016).

Another danger that is posed by biometric companies is the collection of biometric data that contains the history of scans by individuals worldwide according to Chickowski. The author explains that the details of the “biometric information” is unalterable which could lead to the misuse of personal data from the fingerprints and irises by hackers if the businesses do not find a solution to protect the privacy of the consumers when making payments with biometrics. Unfortunately, the user may never know that the personal data of the person is being gathered as the information becomes easier to collect. Thus, the risk of having intimate data being exposed by data breaches when biometrics scanning is being carried out is the primary reason why the “ThumbCash” group’s results revealed that numerous individuals did not want to use a fingerprint scanner if it was obtainable (Chickowski, 2016).
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